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SolarWinds Permissions Analyzer for Active Directory allows a domain administrator to break down and analyze effective permissions for a group or user accessing a share, folder, or file over the network. It allows you to select a share, folder, or file and a user or group and view the NTFS (New Technology File System) permissions by breaking them down by which permissions are provided by which group memberships and direct grants. The membership checks will span multiple domains if necessary. The tool takes into account local group memberships as well. All of this data will be combined to show the effective NTFS permissions. The same information will be provided for the share permissions. The Share and NTFS permissions are then combined to show the total effective permissions for the selected user or group on the specified share, folder, or file object.

**For support,** [**click to visit the SolarWinds Permissions Analyzer for Active Directory forum on thwack.**](http://thwack.com/forums/54/free-tools/209/permissions-analyzer-for-active-directory/)
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**Requirements**

|  |  |
| --- | --- |
| **Need** | **Item** |
| Operating System | Install on a 32-bit or 64-bit edition of one of the following operating systems: * Microsoft Windows XP SP2 or later
* Microsoft Windows Vista Business and Ultimate Editions
* Microsoft Windows Server 2003 SP1 or later
* Microsoft Windows 2000 SP4 or later
* Microsoft Windows Server 2008
* Microsoft Windows 7
 |
| .NET Framework | Microsoft .NET Framework 3.5 SP1 or later. |
| Hard Drive space | 50MB |

**Installing SolarWinds Permissions Analyzer for Active Directory**

You can modify the installation location and other settings using the SolarWinds Permissions Analyzer for Active Directory setup program.

**Note:** The Windows user account used to install SolarWinds Permissions Analyzer for Active Directory must have administrator rights.

**To install SolarWinds Permissions Analyzer for Active Directory:**

1. Run the setup program (SolarWindsPermissionsAnalyzerTool.msi).
2. Complete the setup wizard, providing the appropriate information as necessary.

**Using Active Domain Controllers**

To allow the tool access to permission and security information, admin rights are needed for any paths that are being analyzed. Usually (but not always) the domain admin account has admin rights to local machines. The "active" domain controller account is used when accessing the specified path's local file system permissions and memberships. The "non-active" credentials are used when collecting membership information from active directory. The user may be a member of a group which, in turn, may be a member of another group, etc. Because one of those groups may originate from another domain, the tool checks the credential collection for a credential set that can be used on the remote domain to acquire information. If no match is found the active domain credentials are used. By allowing the IP address or device name the user is able to specify the exact domain controller they wish to use for a given domain.

**Impersonating Privilege on a Domain Controller**

In order to function properly, the SolarWinds Permissions Analyzer for Active Directory tool must impersonate a domain admin account. Impersonation is a privilege that that most workstations are granted by default. Most servers are granted this privilege by default as well, however domain controllers are generally not granted the impersonation privilege by default. Running this tool on a domain server will fail to access all the required security elements for analysis unless the following actions are taken to prevent issues. SolarWinds does not recommend running this tool on domain controllers, but if you are required to do so, complete the following procedure.

**To manually assign Impersonate a client after authentication:**

1. Click **Start > Programs > Administrative Tools > Domain Controller Security Policy.**
2. Click **Security Settings**.
3. Click **Local Policies**, and then click **User Rights Assignment**.
4. In the right pane, double-click **Impersonate a client after authentication**.
5. In the Security Policy Setting window, click **Define these policy settings**.
6. Click **Add**, and then click **Browse**.
7. In the Select Users or Groups window, select the account name or names (admin, user, etc), click **Add**, and then click **OK.**
8. Click **OK**, and then click **OK** again.
9. To enforce an update of computer policy use either the secedit or gpupdate commands depending upon your operating system

**Configuring SolarWinds Permissions Analyzer for Active Directory**

Complete the following procedure to configure SolarWinds Permissions Analyzer for Active Directory:

**Notes:**

* The first time you start SolarWinds Permissions Analyzer for Active Directory, the settings window will be displayed automatically.
* Secure connections to Active Directory are not supported.

**To configure SolarWinds Permissions Analyzer for Active Directory:**

1. Start **SolarWinds Permissions Analyzer for Active Directory** from the SolarWinds Permissions Analyzer for Active Directory folder.
2. Click Settings ().
3. Type the domain controller hostname or IP address in the **Domain Controller Name or IP Address** field.
4. Type the name of the domain in the **Domain Name** field. *Use the full name of the domain.*
5. Type the domain admin username and password in the associated fields, and then click **Add Domain Credential**.
6. ***If you want to add additional domain controllers,*** repeat **Steps 3** through **5**. Add a domain entry for each domain your query will need file, user, or parent information for.
7. Select one entry to be the **Active Domain**. This is the domain that is hosting the share, folder, or file you are finding permissions for.
8. Click **OK**.

**Using SolarWinds Permissions Analyzer for Active Directory**

The following procedure details how to use SolarWinds Permissions Analyzer for Active Directory.

**To use SolarWinds Permissions Analyzer for Active Directory:**

1. Type the user name or account name of the group or user you to view in the **Group or User** field.
2. Click the search button to the right of the **Group or User** field. This allows you to verify the account exists before performing the analysis.
3. Click **Browse**, and then navigate to the file or folder you want to view permissions for, and then click **OK**.
4. Click **Analyze**.

**Accessing Share Permissions**

To analyze Share Permissions, the tool needs to read the selected target machine's registry. This functionality is provided by Remote Registry Service on the target machine. If the service is not running, the tool will not be able to read the machine's registry and will not show Share Permissions.

**To enable Remote Registry Service on a target machine:**

1. Click Start, click Run, and type **services.msc**, and then press ENTER. Microsoft Management Console will start with the Services snap-in open.
2. In the console pane, right-click **Remote Registry** and click **Start**.

**Sharing SolarWinds Permissions Analyzer for Active Directory**

Complete the following procedure to send the SolarWinds Permissions Analyzer for Active Directory to a friend or colleague.

**To share SolarWinds Permissions Analyzer for Active Directory:**

1. Share This Tool: Click **Email, Facebook, or Twitter** buttons.
2. For email: Provide the email addresses in the appropriate fields within you email client, and then click **Send**.
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